
Secure your applications, servers, and IoT devices



● Mass production of IoT devices ⬆ doesn’t go in pair with their 
quality ⬇

● IoT devices are prone to software errors, security vulnerabilities, 
and maintenance hell - especially in large groups

● All IoT devices are attack vectors (data theft, removal, 
ransomware)

● Difficult to update, manual updates, expensive, problematic, and 
time consuming

The IoT problem - causes



● Difficult to manage, especially when highly distributed in space with weak 
network connectivity

The IoT problem - results

● Difficult to update, manual updates, expensive, problematic and time 
consuming,

● Affecting manufacturers and integrators from all industrial branches: 
robotics, sensors, Industry 4.0 devices





Safe and Secure 
updates for:
- IoT devices
- Applications
- Servers

Automation
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CELLULAR NETWORK RANGE

● Security updates

● Reconfigurations

● Certificate rotation

● Anomaly detection

● Parameter monitoring

● many, many more…

How does it work?



● Use case: Photovoltaic power station 

● Owner: TAURON Energia (Poland), 37 MW of power, 140 inverters

Source: https://www.gramwzielone.pl/energia-sloneczna/20172690/najwieksza-farma-fotowoltaiczna-taurona-juz-dziala  

Manual update Modino.io

Time to update 1 inverter ~30 minutes ~2 minutes

Time to update all inverters 70 h = 9 working days
(plus travel, hotel and 
accommodation costs of 
specialist)

~2 minutes

● Average attack costs (which disables 50-100% of inverters) is 1700 - 3500 EUR / h

● Attack costs = lack of possibility of conducting business = selling energy

Modino.io vs manual updates

https://www.gramwzielone.pl/energia-sloneczna/20172690/najwieksza-farma-fotowoltaiczna-taurona-juz-dziala


Source: TUV 

We are a solution for upcoming legal changes - RED 
Directive 



Source: European Commission

We are a solution for upcoming legal changes - CRA



● Universal solution – machines, sensors, robots, smart grid, information systems, 
measuring stations, IP cameras, medical devices, servers, edge cloud (with OS installed)

● Not hardware bound – software delivery independent of customer's hardware (for Linux 
based systems)

● Strong applied cryptography – your data is yours, Modino cannot access it since data is 
encrypted by client keys

● Ensured business continuity – devices are never offline, automatic rollback procedure in 
force

● Updating 1 or 1,000 devices takes the same amount of operator time; updates can be 
made either ASAP (in case of attacks) or in cohorts (minimizing business impact).

Competitive advantages



Go to market / business model

● Initial fee for system installation (includes necessary 
infrastructure)

● Annual license, depending on the number of devices

● Unlimited number of updates
● On-prem/private cloud
● Integration with the client’s CI/CD pipelines
● Modino.io system updates
● Support



Founders

Jakub Jelonek
Co-founder, CTO

Principal Software Engineer, 
Architect

Modino system design

Cryptography@IBM Copenhagen

Radosław Ratajczak
Co-founder, CDO

Project Manager/Business Developer
Project management and UX

CEO@SHOPA Design & Strategy

Błażej Pawlak
Co-founder,  CEO

Project Manager/Principal Software 
Engineer

Product and development supervision

Cryptography@IBM Copenhagen

https://www.linkedin.com/in/jjelonek/
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Team

DesignFront-end Back-end DevOps Management



Awards, certificates



Partners & pilots



Modino.io media

1. Safe and secure IoT updates [EN version] - https://tinyurl.com/2dx83yej 

2. Modino.io demo - https://vimeo.com/510677701 

https://tinyurl.com/2dx83yej
https://vimeo.com/510677701


Kontakt
hello@modino.io

Thank you!
Pawel Zebrowski / BDM

pawel.zebrowski@modino.io
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